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forwarded to the Deputy Executive Di-
rector for Information Services and Ad-
ministration and Chief Information Of-
ficer for transmission to the NRC Per-
sonnel Security Review Panel and 
Hearing Counsel. A copy of the brief 
will be made a part of the applicant’s 
personnel security file. 

(f) The time limits imposed by this 
section for requesting reviews and the 
filing of briefs may be extended by the 
Deputy Executive Director for Infor-
mation Services and Administration 
and Chief Information Officer for good 
cause shown. 

(g) In the event a request is made for 
a review of the record by the NRC Per-
sonnel Security Review Panel, the Dep-
uty Executive Director for Information 
Services and Administration and Chief 
Information Officer shall send the 
record, with all findings and rec-
ommendations and any briefs filed by 
the individual and the Hearing Coun-
sel, to the NRC Personnel Security Re-
view Panel. If neither the individual, 
the Deputy Executive Director for In-
formation Services and Administration 
and Chief Information Officer, nor the 
Hearing Counsel requests a review, the 
final determination will be made by 
the Deputy Executive Director for In-
formation Services and Administration 
and Chief Information Officer on the 
basis of the record with all findings and 
recommendations. 

[64 FR 15643, Apr. 1, 1999] 

§ 10.32 Recommendation of the NRC 
Personnel Security Review Panel. 

(a) The Deputy Executive Director 
for Information Services and Adminis-
tration and Chief Information Officer 
shall designate an NRC Personnel Se-
curity Review Panel to conduct a re-
view of the record of the case. The NRC 
Personnel Security Review Panel shall 
be comprised of three members, two of 
whom shall be selected from outside 
the security field. To qualify as an 
NRC Personnel Security Review Panel 
member, the person designated shall 
have an NRC ‘‘Q’’ access authorization 
and may be an employee of the NRC, 
its contractors, agents, or licensees. 
However, no employee or consultant of 
the NRC shall serve as an NRC Per-
sonnel Security Review Panel member 
reviewing the case of an employee (in-

cluding a consultant) or applicant for 
employment with the NRC; nor shall 
any employee or consultant of an NRC 
contractor, agent or licensee serve as 
an NRC Personnel Security Review 
Panel member reviewing the case of an 
employee (including a consultant) or 
an applicant for employment of that 
contractor, agent, or licensee. No NRC 
Personnel Security Review Panel mem-
ber shall be selected who has knowl-
edge of the case or of any information 
relevant to the disposition of it, or who 
for any reason would be unable to issue 
a fair and unbiased recommendation. 

(b) The NRC Personnel Security Re-
view Panel shall consider the matter 
under review based upon the record 
supplemented by any brief submitted 
by the individual or the Hearing Coun-
sel. The NRC Personnel Security Re-
view Panel may request additional 
briefs as the Panel deems appropriate. 
When the NRC Personnel Security Re-
view Panel determines that additional 
evidence or further proceedings are 
necessary, the record may be returned 
to the Deputy Executive Director for 
Information Services and Administra-
tion and Chief Information Officer with 
a recommendation that the case be re-
turned to the Director, Office of Ad-
ministration, for appropriate action, 
which may include returning the case 
to the Hearing Examiner and recon-
vening the hearing to obtain additional 
testimony. When additional testimony 
is taken by the Hearing Examiner, a 
written transcript of the testimony 
will be made a part of the record and 
will be taken by a person possessing an 
appropriate NRC access authorization 
and/or employment clearance and, ex-
cept for portions containing Restricted 
Data or National Security Information, 
or other lawfully withholdable infor-
mation, a copy of the transcript will be 
furnished the individual without cost. 

(c) In conducting the review, the NRC 
Personnel Security Review Panel shall 
make its findings and recommenda-
tions as to the eligibility or continued 
eligibility of an individual for an ac-
cess authorization and/or an employ-
ment clearance on the record supple-
mented by additional testimony or 
briefs, as has been previously deter-
mined by the NRC Personnel Security 
Review Panel as appropriate. 
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(d) The NRC Personnel Security Re-
view Panel shall not consider the pos-
sible impact of the loss of the individ-
ual’s services upon the NRC program. 

(e) If, after considering all the factors 
in light of the criteria set forth in this 
part, the NRC Personnel Security Re-
view Panel is of the opinion that grant-
ing or continuing an access authoriza-
tion and/or an employment clearance 
to the individual will not endanger the 
common defense and security and will 
be clearly consistent with the national 
interest, the NRC Personnel Security 
Review Panel shall make a favorable 
recommendation; otherwise, the NRC 
Personnel Security Review Panel shall 
make an adverse recommendation. The 
NRC Personnel Security Review Panel 
shall prepare a report of its findings 
and recommendations and submit the 
report in writing to the Deputy Execu-
tive Director for Information Services 
and Administration and Chief Informa-
tion Officer, who shall furnish a copy 
to the individual. The findings and rec-
ommendations must be fully supported 
by stated reasons. 

[64 FR 15644, Apr. 1, 1999] 

§ 10.33 Action by the Deputy Executive 
Director for Information Services 
and Administration and Chief Infor-
mation Officer. 

(a) The Deputy Executive Director 
for Information Services and Adminis-
tration and Chief Information Officer, 
on the basis of the record accompanied 
by all findings and recommendations, 
shall make a final determination 
whether access authorization and/or 
employment clearance shall be grant-
ed, denied, or revoked, except when the 
provisions of § 10.28 (i), (j), or (l) have 
been used and the Deputy Executive 
Director for Information Services and 
Administration and Chief Information 
Officer determination is adverse, the 
Commission shall make the final agen-
cy determination. 

(b) In making the determination as 
to whether an access authorization 
and/or an employment clearance shall 
be granted, denied, or revoked, the 
Deputy Executive Director for Infor-
mation Services and Administration 
and Chief Information Officer or the 
Commission shall give due recognition 
to the favorable as well as the unfavor-

able information concerning the indi-
vidual and shall take into account the 
value of the individual’s services to the 
NRC’s program and the consequences 
of denying or revoking access author-
ization and/or employment clearance. 

(c) In the event of an adverse deter-
mination, the Deputy Executive Direc-
tor for Information Services and Ad-
ministration and Chief Information Of-
ficer shall promptly notify the indi-
vidual through the Director, Office of 
Administration, of his or her decision 
that an access authorization and/or an 
employment clearance is being denied 
or revoked and of his or her findings 
with respect to each allegation con-
tained in the notification letter for 
transmittal to the individual. 

(d) In the event of a favorable deter-
mination, the Deputy Executive Direc-
tor for Information Services and Ad-
ministration and Chief Information Of-
ficer shall promptly notify the indi-
vidual through the Director, Office of 
Administration. 

[64 FR 15644, Apr. 1, 1999] 

§ 10.34 Action by the Commission. 
(a) Whenever, under the provisions of 

§ 10.28(i), (j), or (l) an individual has not 
been afforded an opportunity to con-
front and cross-examine witnesses who 
have furnished information adverse to 
the individual and an adverse rec-
ommendation has been made by the 
Deputy Executive Director for Infor-
mation Services and Administration 
and Chief Information Officer, the 
Commission shall review the record 
and determine whether an access au-
thorization and/or an employment 
clearance should be granted, denied, or 
revoked, based upon the record. 

(b) When the Commission determines 
to deny or revoke access authorization 
and/or employment clearance, the indi-
vidual shall promptly be notified 
through the Director, Office of Admin-
istration, of its decision that access au-
thorization and/or employment clear-
ance is being denied or revoked and of 
its findings and conclusions with re-
spect to each allegation contained in 
the notification letter for transmittal 
to the individual. 

(c) Nothing contained in these proce-
dures shall be deemed to limit or affect 
the responsibility and powers of the 
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